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Advisory for Customers

Your present Debit card, Internet Banking, Mobile Banking and
Account operations will continue to function as earlier without
any changes.

Fraudsters may ask to share Account Details, Debit Card Details,

Internet/Mobile Banking User ID, AADHAR, PAN Number and
OTP over the Phone Call, E-Mail, SMS or Whatsapp Messages for
renewal of services or issuance of new Debit Card. Do not share
any of the details.

Bank does not ask for all such details from their Customers.

In case of any calls received or any query, please contact Branch/
Toll free Number: 1800-258-44-55 / 1800-102-44-55.

Never install banking applications through link sent by unknown
person on Whatsapp, Facebook, SMS, etc.



